
integrate 
everything

CX/CXB Self-Managed Ethernet Switches allow creation, 
implementation and management of supervised networks with seamless 
integration of new and legacy infrastructures. Innovative watchdog functionality 
allows supervision and power reset of mission critical appliances either via 
contact I/Os or internal PoE reset. Contact I/Os tunnel to other afi products or 
communicate via SNMP or TCP/IP protocols to software management systems.

N-664 Network Appliance Data and Alarm I/O Device 
transmit and receive alarm contacts, auxiliary output and serial data across 
networks. Easy web interface programming allows set up of tunneling to other 
afi devices and/or programming of communication protocols for VMS integration. 
The N-664 is rack or wall mountable and is often configured in hardware 
tunneling applications as the “head end” or control room solution when receiving 
data and alarms from other afi devices.

SM Series Layer 2 Network Switches  are high performance 
remotely managed switches available in a variety of multi-port PoE and non-PoE 
configurations. Standard network environmental specifications and temperature 
hardened versions for extreme environments are available. Management 
features include port based, dynamic and static VLANs, GVRP, VLAN tagging, 
IGMP Snooping or querying, port mirroring and port security. Security includes 
static addressing, filtering and blocking of packets to identified MAC addresses.

MX Series Multi-Port Switches   provide seamless connectivity 
solutions for a wide variety of network edge applications. Different fiber/
copper port combinations and “Home Run” or “Ring” configurations provide for 
multiple device connection. 12VDC and 48 VDC PoE solutions are standard and 
gigabit versions guarantee bandwidth demands are met. Fiber optic integration 
guarantees virtually unlimited bandwidth and provides for extended distances.

N-111 Module transmit and 
receive alarm contacts, auxiliary output 
and serial data across networks. Easy 
web interface programming allows 
set up of tunneling to other afi devices 
and/or programming of communication 
protocols for VMS integration. 

Key features …

■■ Transmits data from cash 
registers, Point of Sale, access 
control and alarm panels to and 
from remote locations

■■ RS232/RS422/RS485 communication to other afi devices and/or Pilot afi’s 
event/video solution

N-TAH Sensors are compact 
surface mount modules that remotely 
monitor environmental conditions 
and automatically report when values 
exceed user programmed warning 
and alarm levels. Alarm inputs can 
provide warnings of smoke and water 
seepage. Local Auxiliary outputs can 
ring sounders or flash lights. Watchdog 
circuits can warn of third party  
device failure.

Key features…

■■ Monitors temperature range from -40° to +75 °C, airflow relative to 
reference, and humidity range from 0 to 100%

■■ Device to device tunneling of alarm and auxiliary contacts over Ethernet 
networks

Net I/O Alarm/Auxiliary/Data Devices  easily bridge the analog 
to IP migration gap and offer integration and supervision of video, security and 
alarm devices through alarm contact inputs, auxiliary contact outputs and serial 
data streams. Watchdog functions allow the monitoring of third party devices. 
Network environments are monitored for fan failure, temperature and humidity 
extremes. Net I/O devices tunnel across networks, but can also easily integrate 
with VMS systems – all without the need for special software. All Net I/O units 
have real time clocks and battery backup. Net I/O can help reduce downtime, 
service calls, and TCO while improving overall security.

Key features …

■■ Four 10/100 Base-TX ports with 802.3af PoE (15 watts per port) and two 
1000 Base-X SFP ports

■■ Watchdog function can supervise connected PoE devices and “reboot” them 
in the event of a power lockup 

■■ Four software selectable unsupervised or supervised alarm inputs (normally 
open or normally closed)

■■ Four Auxiliary Outputs for local annunciation
■■ USB probe ports for Supervision of Temp/Humidity/Airflow/Power conditions 
■■ Device to device tunneling of contact I/Os and serial data streams (cash 

registers, access control, etc…) over Ethernet networks
■■ Serial Data channel for 3rd party device integration
■■ VMS and Network Management communication options via TCP/IP and SNMP
■■ E-mail and SMS communication option
■■ External 48Vdc power input for battery backup
■■ Web browser programming interface
■■ User name and password protection
■■ Environmentally hardened: -40°C to 75°C (-40°F to 167°F)

Key features …

■■ Transmits data from cash registers, Point of Sale, access control and alarm 
panels to and from remote locations

■■ Alarm inputs (6) are software selectable 
■■ Auxiliary outputs (6) can be programmed to respond to tunneled alarms 

inputs (remote or on-board) and watchdog or VMS activation
■■ Serial Data ports (4) can tunnel RS232/RS422/RS485 communication to 

other afi devices and/or Pilot - afi’s event/video solution
■■ Interfaces with DVRs, NVRs, alarm panels, audio and lighting alert devices
■■ Web browser programming interface
■■ User name and password protection
■■ LED status indicators
■■ Environmentally hardened: -30°C to 75°C (-22°F to 167°F)

Key features …

■■ 10/100 and 10/100/1000 versions
■■ 100 Base-FX and 1000 Base-X (Gig-E) versions
■■ Spanning Tree and Rapid Spanning Tree support
■■ SNMP v1, v2c and v3 support
■■ Jumbo frame support up to 9.6KB
■■ PoE 802.3 af versions
■■ Rack mount brackets included or available depending on model
■■ Din rail mounting bracket option for hardened versions
■■ Dual speed (100/1000) SFP combo ports
■■ Telnet/Web-Based management
■■ Environmentally hardened versions: -40°C to 75°C (-40°F to 167°F)

Key features …

■■ Multi-port versions cover all common edge applications
■■ 100 Base-FX and 1000 Base-X (Gig-E) versions
■■ Point to Point (“home run”) and drop and insert fault tolerant (“self-healing”) 

ring applications
■■ PoE 802.3 af, PoE 802.3 at and PoE HP (60watt) versions
■■ Din rail mounting bracket option
■■ Link and activity indicators for UTP and fiber ports
■■ Auto MDI/MDIX operation eliminates crossover cables
■■ Diagnostic indicators provide a quick visual indication of system status
■■ Environmentally hardened: -40°C to 75°C (-40°F to 167°F)

■■ Watchdog Ping function (1) automatically detects when devices fail to 
respond over the network and reboots them

■■ Alarm input (1) is software selectable (normally open or normally closed, 
unsupervised or supervised)

■■ Auxiliary output (1) can be programmed to respond to tunneled alarms 
inputs (remote or on-board and watchdog or VMS activation)

■■ Web browser programming interface
■■ User name and password protection
■■ 12VDC or PoE powered
■■ LED status indicators
■■ Small profile 4.25” H x 4.25” D x 1.125” L
■■ Environmentally hardened: -40°C to 75°C (-40°F to 167°F)

■■ VMS and Network Management communication options via TCP/IP and 
SNMP

■■ E-mail and SMS communication option
■■ Watchdog Ping functions (2) automatically detect when devices fail to 

respond over the network and reboots them
■■ Alarm inputs (2) are software selectable (normally open or normally closed, 

unsupervised or supervised)
■■ Auxiliary outputs (2) can be programmed to respond to tunneled alarms 

inputs (remote or on-board and watchdog or VMS activation)
■■ Web browser programming interface
■■ User name and password protection
■■ 12VDC or PoE powered
■■ LED status indicators
■■ Small profile 4.25” H x 4.25” D x 1.125” L
■■ Environmentally hardened: -40°C to 75°C (-40°F to 167°F)
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afi IP security network devices provide…
• analog/IP video integration
• remote rebooting of devices
• ability to withstand harsh environments
• environmental monitoring
• alarm and access control systems integration
• integration with fiber and legacy coax for 

overcoming the 100 meter Ethernet limitation
• PoE
• power supervision
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The network appliances typically deployed in security networks were 
most likely manufactured for general network connectivity enabling 
computers and peripherals to communicate with one another. But 
professional security networks require quite a bit more to achieve 
integration. At afi, we’ve engineered network solutions specifically for 
professional security applications – solutions that enable true integration 
of previously disparate systems to deliver enterprise level functionality.

How do we do it? 

■■ By providing seamless integration and connectivity with both new IP 
and legacy security and IT devices

■■ By enabling you to better monitor and manage systems status and 
environmental conditions

■■ By providing higher ROI and lower TCO over the life of your system

That’s the afi networking advantage!

only afi delivers 
comprehensive 

security network 
infrastructure
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CX/CXB Self-Managed Ethernet Switches allow creation, 
implementation and management of supervised networks with seamless 
integration of new and legacy infrastructures. Innovative watchdog functionality 
allows supervision and power reset of mission critical appliances either via 
contact I/Os or internal PoE reset. Contact I/Os tunnel to other afi products or 
communicate via SNMP or TCP/IP protocols to software management systems.

N-664 Network Appliance Data and Alarm I/O Device 
transmit and receive alarm contacts, auxiliary output and serial data across 
networks. Easy web interface programming allows set up of tunneling to other 
afi devices and/or programming of communication protocols for VMS integration. 
The N-664 is rack or wall mountable and is often configured in hardware 
tunneling applications as the “head end” or control room solution when receiving 
data and alarms from other afi devices.

SM Series Layer 2 Network Switches  are high performance 
remotely managed switches available in a variety of multi-port PoE and non-PoE 
configurations. Standard network environmental specifications and temperature 
hardened versions for extreme environments are available. Management 
features include port based, dynamic and static VLANs, GVRP, VLAN tagging, 
IGMP Snooping or querying, port mirroring and port security. Security includes 
static addressing, filtering and blocking of packets to identified MAC addresses.

MX Series Multi-Port Switches   provide seamless connectivity 
solutions for a wide variety of network edge applications. Different fiber/
copper port combinations and “Home Run” or “Ring” configurations provide for 
multiple device connection. 12VDC and 48 VDC PoE solutions are standard and 
gigabit versions guarantee bandwidth demands are met. Fiber optic integration 
guarantees virtually unlimited bandwidth and provides for extended distances.

N-111 Module transmit and 
receive alarm contacts, auxiliary output 
and serial data across networks. Easy 
web interface programming allows 
set up of tunneling to other afi devices 
and/or programming of communication 
protocols for VMS integration. 

Key features …

■■ Transmits data from cash 
registers, Point of Sale, access 
control and alarm panels to and 
from remote locations

■■ RS232/RS422/RS485 communication to other afi devices and/or Pilot afi’s 
event/video solution

N-TAH Sensors are compact 
surface mount modules that remotely 
monitor environmental conditions 
and automatically report when values 
exceed user programmed warning 
and alarm levels. Alarm inputs can 
provide warnings of smoke and water 
seepage. Local Auxiliary outputs can 
ring sounders or flash lights. Watchdog 
circuits can warn of third party  
device failure.

Key features…

■■ Monitors temperature range from -40° to +75 °C, airflow relative to 
reference, and humidity range from 0 to 100%

■■ Device to device tunneling of alarm and auxiliary contacts over Ethernet 
networks

Net I/O Alarm/Auxiliary/Data Devices  easily bridge the analog 
to IP migration gap and offer integration and supervision of video, security and 
alarm devices through alarm contact inputs, auxiliary contact outputs and serial 
data streams. Watchdog functions allow the monitoring of third party devices. 
Network environments are monitored for fan failure, temperature and humidity 
extremes. Net I/O devices tunnel across networks, but can also easily integrate 
with VMS systems – all without the need for special software. All Net I/O units 
have real time clocks and battery backup. Net I/O can help reduce downtime, 
service calls, and TCO while improving overall security.

Key features …

■■ Four 10/100 Base-TX ports with 802.3af PoE (15 watts per port) and two 
1000 Base-X SFP ports

■■ Watchdog function can supervise connected PoE devices and “reboot” them 
in the event of a power lockup 

■■ Four software selectable unsupervised or supervised alarm inputs (normally 
open or normally closed)

■■ Four Auxiliary Outputs for local annunciation
■■ USB probe ports for Supervision of Temp/Humidity/Airflow/Power conditions 
■■ Device to device tunneling of contact I/Os and serial data streams (cash 

registers, access control, etc…) over Ethernet networks
■■ Serial Data channel for 3rd party device integration
■■ VMS and Network Management communication options via TCP/IP and SNMP
■■ E-mail and SMS communication option
■■ External 48Vdc power input for battery backup
■■ Web browser programming interface
■■ User name and password protection
■■ Environmentally hardened: -40°C to 75°C (-40°F to 167°F)

Key features …

■■ Transmits data from cash registers, Point of Sale, access control and alarm 
panels to and from remote locations

■■ Alarm inputs (6) are software selectable 
■■ Auxiliary outputs (6) can be programmed to respond to tunneled alarms 

inputs (remote or on-board) and watchdog or VMS activation
■■ Serial Data ports (4) can tunnel RS232/RS422/RS485 communication to 

other afi devices and/or Pilot - afi’s event/video solution
■■ Interfaces with DVRs, NVRs, alarm panels, audio and lighting alert devices
■■ Web browser programming interface
■■ User name and password protection
■■ LED status indicators
■■ Environmentally hardened: -30°C to 75°C (-22°F to 167°F)

Key features …

■■ 10/100 and 10/100/1000 versions
■■ 100 Base-FX and 1000 Base-X (Gig-E) versions
■■ Spanning Tree and Rapid Spanning Tree support
■■ SNMP v1, v2c and v3 support
■■ Jumbo frame support up to 9.6KB
■■ PoE 802.3 af versions
■■ Rack mount brackets included or available depending on model
■■ Din rail mounting bracket option for hardened versions
■■ Dual speed (100/1000) SFP combo ports
■■ Telnet/Web-Based management
■■ Environmentally hardened versions: -40°C to 75°C (-40°F to 167°F)

Key features …

■■ Multi-port versions cover all common edge applications
■■ 100 Base-FX and 1000 Base-X (Gig-E) versions
■■ Point to Point (“home run”) and drop and insert fault tolerant (“self-healing”) 

ring applications
■■ PoE 802.3 af, PoE 802.3 at and PoE HP (60watt) versions
■■ Din rail mounting bracket option
■■ Link and activity indicators for UTP and fiber ports
■■ Auto MDI/MDIX operation eliminates crossover cables
■■ Diagnostic indicators provide a quick visual indication of system status
■■ Environmentally hardened: -40°C to 75°C (-40°F to 167°F)

■■ Watchdog Ping function (1) automatically detects when devices fail to 
respond over the network and reboots them

■■ Alarm input (1) is software selectable (normally open or normally closed, 
unsupervised or supervised)

■■ Auxiliary output (1) can be programmed to respond to tunneled alarms 
inputs (remote or on-board and watchdog or VMS activation)

■■ Web browser programming interface
■■ User name and password protection
■■ 12VDC or PoE powered
■■ LED status indicators
■■ Small profile 4.25” H x 4.25” D x 1.125” L
■■ Environmentally hardened: -40°C to 75°C (-40°F to 167°F)

■■ VMS and Network Management communication options via TCP/IP and 
SNMP

■■ E-mail and SMS communication option
■■ Watchdog Ping functions (2) automatically detect when devices fail to 

respond over the network and reboots them
■■ Alarm inputs (2) are software selectable (normally open or normally closed, 

unsupervised or supervised)
■■ Auxiliary outputs (2) can be programmed to respond to tunneled alarms 

inputs (remote or on-board and watchdog or VMS activation)
■■ Web browser programming interface
■■ User name and password protection
■■ 12VDC or PoE powered
■■ LED status indicators
■■ Small profile 4.25” H x 4.25” D x 1.125” L
■■ Environmentally hardened: -40°C to 75°C (-40°F to 167°F)
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CX/CXB Self-Managed Ethernet Switches allow creation, 
implementation and management of supervised networks with seamless 
integration of new and legacy infrastructures. Innovative watchdog functionality 
allows supervision and power reset of mission critical appliances either via 
contact I/Os or internal PoE reset. Contact I/Os tunnel to other afi  products or 
communicate via SNMP or TCP/IP protocols to software management systems.

N-664 Network Appliance Data and Alarm I/O Device 
transmit and receive alarm contacts, auxiliary output and serial data across 
networks. Easy web interface programming allows set up of tunneling to other 
afi  devices and/or programming of communication protocols for VMS integration. 
The N-664 is rack or wall mountable and is often confi gured in hardware 
tunneling applications as the “head end” or control room solution when receiving 
data and alarms from other afi  devices.

SM Series Layer 2 Network Switches  are high performance 
remotely managed switches available in a variety of multi-port PoE and non-PoE 
confi gurations. Standard network environmental specifi cations and temperature 
hardened versions for extreme environments are available. Management 
features include port based, dynamic and static VLANs, GVRP, VLAN tagging, 
IGMP Snooping or querying, port mirroring and port security. Security includes 
static addressing, fi ltering and blocking of packets to identifi ed MAC addresses.

MX Series Multi-Port Switches   provide seamless connectivity 
solutions for a wide variety of network edge applications. Different fi ber/
copper port combinations and “Home Run” or “Ring” confi gurations provide for 
multiple device connection. 12VDC and 48 VDC PoE solutions are standard and 
gigabit versions guarantee bandwidth demands are met. Fiber optic integration 
guarantees virtually unlimited bandwidth and provides for extended distances.

N-111 Module transmit and 
receive alarm contacts, auxiliary output 
and serial data across networks. Easy 
web interface programming allows 
set up of tunneling to other afi  devices 
and/or programming of communication 
protocols for VMS integration. 

Key features …

 � Transmits data from cash 
registers, Point of Sale, access 
control and alarm panels to and 
from remote locations

 � RS232/RS422/RS485 communication to other afi  devices and/or Pilot afi ’s 
event/video solution

N-TAH Sensors are compact 
surface mount modules that remotely 
monitor environmental conditions 
and automatically report when values 
exceed user programmed warning 
and alarm levels. Alarm inputs can 
provide warnings of smoke and water 
seepage. Local Auxiliary outputs can 
ring sounders or fl ash lights. Watchdog 
circuits can warn of third party 
device failure.

Key features…

 � Monitors temperature range from -40° to +75 °C, airfl ow relative to 
reference, and humidity range from 0 to 100%

 � Device to device tunneling of alarm and auxiliary contacts over Ethernet 
networks

Net I/O Alarm/Auxiliary/Data Devices  easily bridge the analog 
to IP migration gap and offer integration and supervision of video, security and 
alarm devices through alarm contact inputs, auxiliary contact outputs and serial 
data streams. Watchdog functions allow the monitoring of third party devices. 
Network environments are monitored for fan failure, temperature and humidity 
extremes. Net I/O devices tunnel across networks, but can also easily integrate 
with VMS systems – all without the need for special software. All Net I/O units 
have real time clocks and battery backup. Net I/O can help reduce downtime, 
service calls, and TCO while improving overall security.

Key features …

 � Four 10/100 Base-TX ports with 802.3af PoE (15 watts per port) and two 
1000 Base-X SFP ports

 � Watchdog function can supervise connected PoE devices and “reboot” them 
in the event of a power lockup 

 � Four software selectable unsupervised or supervised alarm inputs (normally 
open or normally closed)

 � Four Auxiliary Outputs for local annunciation
 � USB probe ports for Supervision of Temp/Humidity/Airfl ow/Power conditions 
 � Device to device tunneling of contact I/Os and serial data streams (cash 

registers, access control, etc…) over Ethernet networks
 � Serial Data channel for 3rd party device integration
 � VMS and Network Management communication options via TCP/IP and SNMP
 � E-mail and SMS communication option
 � External 48Vdc power input for battery backup
 � Web browser programming interface
 � User name and password protection
 � Environmentally hardened: -40°C to 75°C (-40°F to 167°F)

Key features …

 � Transmits data from cash registers, Point of Sale, access control and alarm 
panels to and from remote locations

 � Alarm inputs (6) are software selectable 
 � Auxiliary outputs (6) can be programmed to respond to tunneled alarms 

inputs (remote or on-board) and watchdog or VMS activation
 � Serial Data ports (4) can tunnel RS232/RS422/RS485 communication to 

other afi  devices and/or Pilot - afi ’s event/video solution
 � Interfaces with DVRs, NVRs, alarm panels, audio and lighting alert devices
 � Web browser programming interface
 � User name and password protection
 � LED status indicators
 � Environmentally hardened: -30°C to 75°C (-22°F to 167°F)

Key features …

 � 10/100 and 10/100/1000 versions
 � 100 Base-FX and 1000 Base-X (Gig-E) versions
 � Spanning Tree and Rapid Spanning Tree support
 � SNMP v1, v2c and v3 support
 � Jumbo frame support up to 9.6KB
 � PoE 802.3 af versions
 � Rack mount brackets included or available depending on model
 � Din rail mounting bracket option for hardened versions
 � Dual speed (100/1000) SFP combo ports
 � Telnet/Web-Based management
 � Environmentally hardened versions: -40°C to 75°C (-40°F to 167°F)

Key features …

 � Multi-port versions cover all common edge applications
 � 100 Base-FX and 1000 Base-X (Gig-E) versions
 � Point to Point (“home run”) and drop and insert fault tolerant (“self-healing”) 

ring applications
 � PoE 802.3 af, PoE 802.3 at and PoE HP (60watt) versions
 � Din rail mounting bracket option
 � Link and activity indicators for UTP and fi ber ports
 � Auto MDI/MDIX operation eliminates crossover cables
 � Diagnostic indicators provide a quick visual indication of system status
 � Environmentally hardened: -40°C to 75°C (-40°F to 167°F)

 � Watchdog Ping function (1) automatically detects when devices fail to 
respond over the network and reboots them

 � Alarm input (1) is software selectable (normally open or normally closed, 
unsupervised or supervised)

 � Auxiliary output (1) can be programmed to respond to tunneled alarms 
inputs (remote or on-board and watchdog or VMS activation)

 � Web browser programming interface
 � User name and password protection
 � 12VDC or PoE powered
 � LED status indicators
 � Small profi le 4.25” H x 4.25” D x 1.125” L
 � Environmentally hardened: -40°C to 75°C (-40°F to 167°F)

 � VMS and Network Management communication options via TCP/IP and 
SNMP

 � E-mail and SMS communication option
 � Watchdog Ping functions (2) automatically detect when devices fail to 

respond over the network and reboots them
 � Alarm inputs (2) are software selectable (normally open or normally closed, 

unsupervised or supervised)
 � Auxiliary outputs (2) can be programmed to respond to tunneled alarms 

inputs (remote or on-board and watchdog or VMS activation)
 � Web browser programming interface
 � User name and password protection
 � 12VDC or PoE powered
 � LED status indicators
 � Small profi le 4.25” H x 4.25” D x 1.125” L
 � Environmentally hardened: -40°C to 75°C (-40°F to 167°F)
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